
 

SAMIView Set up Guide - SAMIView Single Sign On 
 
 

 

SA Medical Imaging (SAMI) are pleased to offer remote access for viewing of images for External Referrers 
and Clinicians via an online imaging Portal - SAMIView. 

 
Access to view images outside of the SA Health network is now via a ‘Single Sign On’ using a login with a 
One-Time Password. 
Note: The username and initial password will be provided to the end user via a combination of email and 
SMS. 

 
To enable access to External SAMIView via the ‘Single Sign On’, you will need to download a One-Time 
Password (OTP) Application onto your mobile/smart device (iPad, Tablet, mobile phone). 

 
Access to the External SAMIView ‘Single Sign On’ will be via a URL in a web browser. 
Please see Part 2 - Logging into SAMIView for details and supported web browsers.” 

 
 
 

Part 1: Setup - One Time Password (OTP) setup 
 

1. You will need to download a compatible One Time Password (OTP) app on your mobile/smart device 
from the Apple store (iOS) or Google play (Android). 

 
Suggested OTP apps: 
Android: Citrix SSO 
iOS (iPhone): Citrix SSO 

NB: These instructions will assume that you install the suggested OTP app for your smart device; 

however Google Authenticator application can be used. 

 
Once the app has been installed on your smart device: 

 
 

Note: The user will need to change their initial password for security purposes 

 

2. To change your intial password: 

Enter the following URL into another web browser window  
https://owa.statenetmail.sa.gov.au/owa 

 
 
 
 
 
 
 
 
 
 
 
 
 
 

• Enter the username received via email preceded with had\ - (as per above 
screenshot) 

https://play.google.com/store/apps/details?id=com.citrix.CitrixVPN
https://itunes.apple.com/au/app/citrix-sso/id1333396910
https://owa.statenetmail.sa.gov.au/owa


 

• Enter the initial password received via SMS on you mobile phone in the current 
password field. 

• Enter your new password in the New Password field 

• Re-enter the same password as above into the Confirm New Password Field 

 
 

3. On your computer or laptop, open your Internet browser and enter the below URL 
into a web browser: https://sahextaccess.sahealth.sa.gov.au/manageotp 
Enter your username and your newly created password and Click Logon. 
(Note: had\ is not required for this username section) 

 
 
 
 
 
 
 
 
 
 
 
 
 

 

4. Click ‘+’ symbol to Add Device. 

 
 
 
 
 
 
 
 
 
 
 

5. Enter a name for the device. 
NB: The name cannot be longer than 10 characters (including spaces). 

https://sahextaccess.sahealth.sa.gov.au/manageotp


 

6. Click Go. 
 
 
 
 
 
 
 
 

 
7. The following window will appear: 

NB: Do not close this window or click Done until advised later in this guide 
 
 
 
 
 
 
 
 

QRCode 
 
 
 
 
 

8. On your smart/mobile device, open the Citrix SSO app. The following screen will display: 

 
Android iOS (iPhone) 

  

 

 

9. On Android, select the Tokens option. 
On iOS, select Password Tokens. 

 
Android iOS (iPhone) 

  

 
 
 

 

10. On Android, press the + symbol at the bottom right of the screen. 
On iOS, select Add New Token. 



 
 

Android iOS (iPhone) 

  

 
 

 

11. Choose Scan QR Code. 

 

Android iOS (iPhone) 

  

 
 

12. Point the camera on your smart device towards the QRCode displayed on your computer. 
 
 

13. On Android, the Citrix SSO app should detect the QRCode and add an entry. 
On iOS, select Save and the entry will be added. 

 

The number on this entry will change every 30 seconds and will be used to login to the VPN 

 
Android iOS (iPhone) 

  

 

14. On your computer or laptop, click Done. 



 

15. Click Test. 
 
 
 
 
 
 

16. Enter the number currently being displayed in the SSO app on your smart device, then click Go. 
 
 
 
 
 
 
 

17. The test should give a successful result. 



 
 

Part 2: Logging onto SAMIView 
 

Note: Users can access SAMIView via a combination of smart/mobile device for the OTP passcode and a 

PC/laptop to access the application via a web browser. 

Alternatively, users can also use a smart/mobile device to access OTP passcode and access SAMIView via a 

web browser on the same device. 

Once the One Time Password (OTP) set up is complete (as per Part 1) on your smart/mobile device, the user 

can now log onto SAMIView using the following URL: 
 

https://samivueextns.sahealth.sa.gov.au 
 

The following Internet Browsers are supported by the SAMIView application: 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 

 

Note: Microsoft Internet Explorer is not supported 
 

1. Enter the URL https://samivueextns.sahealth.sa.gov.au into your supported internet browser from a PC, 

Laptop, or mobile device (iPad, Android tablet, iPhone, Android phone or any smart phone) and the user 

will be taken to the following Logon page. 
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2. Enter your username in the User Name field and your password in the password field. 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 

3. On your smart/mobile device, open the OTP app (that was installed from Part 1) and enter the OTP 

passcode that is visible into the passcode field on the logon screen > then hit the submit button. 

 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 

4. You will now be logged into SAMIView without entering any further credentials. 
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5. Users can now search for patients using Patient ID or Last name, First name in the search field provided. 
 
 
 
 
 
 
 
 
 
 
 

6. Most users will have restricted access to only patients they have referred, however there may be times 

where access to imaging is required urgently in relation to patient management. There is a tool to ‘Break 

Glass’ in the ap[plication which is located in the top right hand corner of the search screen. 

 
 
 
 
 

 
Click on the padlock icon to open the following dialogue box. 

Select the ‘I acknowledge confidentiality’ disclaimer box and select an appropriate/valid reason from the 

drop down box. 

 
 
 
 
 
 
 
 
 

 
Select the ‘Break’ button to access > Enter the mandatory details of Last name, First name and press the 

search button (magnifying glass icon) to perform a search. 

 
 
 

 
The user can always identify when they are in Break Glass mode as the padlock in the top right hand corner is 

replaced with the Break Glass banner with timer. 

 
 
 

To close a ‘Break Glass’ session > click the on the ’X’ icon on the Break Glass Banner, the following 

dialogue box will appear > press ‘Confirm’ button to close the session. 
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7. From Search Results List, please check the patients Date of Birth in the date of Birth column to verify 

the correct patient has been returned by the search. 

 
 
 
 
 
 
 
 

8. From the Search Results click on the patient name to display the images. 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 

9. Users can close the patient tab by using ‘X’ icon located to the right of the patient name – this will return 

the user to the search screen as above. 

 
 
 
 
 
 
 
 
 
 
 
 

Note: SAMIView will automatically log out after 30 mins. 

When this occurs the user will be directed back to a SA Health browser log off screen. 
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10. Please close the browser to complete the log out process. 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 

 
11. To Sign out of the SAMIView via the internet browser, use the ‘Sign out’ button located on top right of 

the application beside your user name. 

 
 

 
12. When this occurs the user will be directed back to this logoff screen. 

 
 
 
 
 
 
 
 
 
 
 
 
 
 
 

 
13. Within 30 minutes the user can regain access the SAMIView application again, please repeat the 

original login steps by entering the following URL into the currently open internet browser:  

https://samivueextns.sahealth.sa.gov.au 
 

This will automatically log the user back into SAMIView without entering any further login information. 
 

Note: If the user closes the internet browsing window then this will log out them of SAMIView 

completely. 

14. To get access to the SAMIView application again, please repeat the original login steps by entering 

the following URL into a new Internet browser: 

https://samivueextns.sahealth.sa.gov.au 
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15. This will once again take the user to the logon page 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 

16. Please enter your username, password and OTP passcode as per above instruction (Refer to Part 2: 

Logging onto SAMIView). 

 
 

Password Expiry: 
 

Your password will expire in 12 months from the date activated. The user will be aware of this when they 

see the following 

You will see the following screen – Please note the the text below the ‘log On’ button 
“Try again or contact your help desk” 
This is the prompt for a user to change password. 

 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 

To change password: 
 

Enter the following URL into another web browser window  
https://owa.statenetmail.sa.gov.au/owa 
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• Enter the username received via email preceded with had\ - (as per below 
screenshot) 

• Enter your current password you have been using for the last 12 months 

• Enter your new password in the New Password field 

• Re-enter the same password as above into the Confirm New Password Field 

• Press the “Submit’ button 

 
 
 

 
References 

 

To access the SAMIView Quick reference user guide – please see Appendix A. 
 

To access the complete SAMIView user guide – please select the Help button (Question Mark icon) when 

logged onto the application. 
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Appendix A – SAMIView Quick Reference Guide 
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